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User System Rights
Recipe System can be configured to grant certain rights to users based on the security role that they belong to. For
instance, you can have users that can edit and manage recipes, but do not have privileges to print them. To do this, you
would create a security role, such as "NoPrintUsers". Once the role is created, you can add users to that role from the
User Accounts Wizard.
 
Example: Adding A Security Role That Can Manage Recipes And Cannot Print
In the "NoPrintUsers" example, you would prevent printing from the Recipe System Management wizard. Here is a step-
by-step example of how you would create a role that can manage recipes but cannot print them.
 

1. Adding A "NoPrintUsers" Security Role
a. From the Admin menu, click Security Roles (you will need to be logged in as a System Administrator to do

this).
b. Click New.
c. Enter a Role Name and Description. In this example we are using "NoPrintUsers" as the role name.
d. From the Rights tab, highlight Recipe System.
e. Check off the Manage Recipe Systems and Manage Recipe Media Library options. This is required to be

able to view the Recipe System and Media Library wizards in the Control Panel.
f. At this point, you could click on the Users tab to check off the users that will belong to this role. If you do

not have the users entered, you can do this at a latter time.
g. Click the Recipe Systems tab.
h. Highlight a Recipe System.
i. Check the Print Recipes option.
j. Click OK to exit and save the role.

Note: You can add a user to this new role from the User Accounts Wizard. You manage the roles that a user account
belongs to from the Security Roles tab.
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