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Desktop security is made up of Security Roles and User Rights. An administrator can set up pre-defined Security Roles,
made up of certain Rights or privileges that each Role has been granted. Additionally, users belonging to a certain
Security Role can have additional Rights or can have certain pre-defined rights for that Role taken away.

User Rights:

Add Roles
This Right allows the user to add security Roles.

Add Users
This Right allows the user to create new users.

Delete Roles
This Right allows the user to Delete Security Roles.

Delete Users
This Right allows the user to delete users from the Desktop application.

Disable Users

This Right allows the user to disable Desktop users. Note: Users given the Disable privilege also have the ability to
enable users.

Edit Role Rights
This Right allows the user to edit Role Rights. Users can add or delete Rights from all Security Roles.

Edit User Roles
This Right allows the user to edit the Security Roles Desktop users have been assigned.

Edit Users
This Right allows the user to edit Desktop User information.

Set Global Admin
This Right makes the user a Global Admin. Global Admins have all rights to Desktop.

View Roles
This Right allows the user to view Security Roles assigned to Desktop Users.

View Users
This Right allows the user to View User information.
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